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Abstract of the contribution: This paper proposes a way forward for some solutions addressing the Local Breakout scenario (scenario #1) of KI#1 (Accessing EHE in a VPLMN when roaming). 
1
Discussion
1.1
Introduction
In TR 23.700-48, several solutions have been captured to describe how to enable and/or authorize a certain UE to establish a Local Breakout (LBO) PDU Session to be used to exchange Edge Computing traffic with a EHE deployed in the V-PLMN. Some of these solutions are based on the usage of URSP rules.
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Figure 1-1: LBO deployment option (KI#1 Scenario 1 of TR 23.700-48)
Figure 1-1 depicts the LBO deployment scenario and the related PDU Session to exchange Edge Computing traffic between the UE and the EAS deployed in the VPLMN. It is assumed that non-Edge Computing traffic is exchanged over another PDU Session that can be terminated in the HPLMN.

Some of the solutions addressing this scenario can be summarized as follows.
1.2
URSP rules based solutions

Solution 6, 7 and 10 address the following issues:

-
how to establish the LBO PDU Session towards the correct S-NSSAI/DNN pair in order to access an EHE in the VPLMN;

-
how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in TS 23.548 [3], clause 6.

Solution 6 (see TR 23.700-48 clause 6.6) is addressing the deployment option in which Edge Computing traffic is forwarded to a local EAS in the VPLMN via Local Breakout, while the remaining (non-Edge Computing related) traffic is home routed.

The solution reuses the 'AF guidance to PCF determination of proper URSP rules' procedures defined in TS 23.548 and TS 23.502, with the following changes and assumptions:
-
V-AF reaches H-NEF to indicate the V-DNN/slice for EC traffic (potentially via SEPP). Indication is not per-UE;
-
H-PCF provides dedicated URSP rules for roaming users;
-
the URSP rules may have validity condition (i.e., based on the V-PLMN location).
This solution requires that the V-AF is able, based on roaming agreements, to reach H-NEF to set up the URSP rules for the H-PLMN’s roaming users for when they will visit the V-PLMN. This implies that the information in the UDM/UDR are updated to ensure that DNN, S-NSSAI in URSP rules sent to the UE are allowed to be used in LBO mode.
Observation 1: Solution 6 requires the authorization of VPLMN to modify the HPLMN URSP rules. In addition, every time the UE registers to a PLMN for which the URSP rules are different from those of the PLMN to which it was previously registered, the home network needs to send to the UE new URSP rules. Both theses aspects are not Edge Computing specific.

Similarly to Solution 6, Solution 7 (see clause 6.7 of TR 23.700-48) uses the URSP rules to control the establishment of a Local Breakout PDU Session to exchange Edge Computing traffic. Solution 7 is based on the following principles:
-
The Location Criteria associated to a URSP Rules are extended to include, in addition to the already existing cell IDs, RAN Node identifiers and TAIs, also the PLMN IDs in which the URSP rules should be applied.

-
A new “Re-evaluation Suggested” indication is added in the Route Selection Descriptor (RSD) to allow the network to suggest to the UE to re-evaluate the URSP rules once it leaves a certain location identified by the Location Criteria.

In an equivalent way, Solution 10 (see clause 6.10 of TR 23.700-48) proposes the addition of the PLMN Criteria in the Route Selection Descriptor (RSD) and requires the UE to (re-)evaluate the URSP Rules at PLMN change.
Observation 2: As for Solution 6, Solutions 7 and 10 require the UE to re-evaluate the URSP rules (potentially) every time it registers to a new PLMN because the PLMN ID is added in the inner part of the URSP rules. In addition, similarly to Solution 6, the URSP rule additional information proposed in Solution 7 is not specific to Edge Computing. 
Solution 28 (TR 23.700-48 clause 6.28) combines different aspects: a) how the UE receives the information related to which DNN/S-NSSAI it is authorized to connect when in a certain V-PLMN and b) how to retrieve the EAS IP address after the PDU session for Edge Computing is established in that V-PLMN. From the solution description, it seems that Solution 28 uses the same approach of Solution 7 and 10, that is, the H-PCF provides URSP rules to the UE indicating the DNN/S-NSSAI based on the identifier of the PLMN to which the UE is connected. 

The issue of how to differentiate LBO vs HR rules and how to enable URSP rules that would be applicable in LBO is not Edge Computing specific. 
Observation 3: In summary, Solutions 6, 7, 10 and 28 of TR 23.700-48 do not seem to address a scenario that is specific to Edge Computing since they are essentially describing how to enable LBO in a VPLMN. After a specific PDU session (corresponding to a specific DNN/S-NSSAI) is established in the V-PLMN, the discovery of V-EAS can happen using the existing methods. 
1.3
Steering of Roaming based solution

Solution 8 (TR 23.700-48 clause 6.8) addresses the following issue:

-
how to configure the VPLMN ECS address to UE in roaming scenarios;

The solution uses the Steering of Roaming (SoR) transparent container sent by the H-PLMN to provide the UE with information useful to reach the EDGEAPP Edge Configuration Server (ECS). Such information is either the V-ECS’s FQDN or IP address (option 1) or an DNN/S-NSSAI combination (option 2). In option 1, the UE uses the received V-ECS’s FQDN/IP address in combination with the URSP rules to select the DNN/S-NSSAI where the V-ECS is located in the V-PLMN. In option 2, the UE uses the received DNN/S-NSSAI to establish a PDU Session toward the V-SMF which will then provide the V-ECS Address Configuration Information (as per Rel-17).

In both cases, the main goal is to allow that the UE maps the application traffic (be it identified by the application ID, V-ECS’s FQDN or IP address) with the proper DNN/S-NSSAI via which the V-ECS is accessible. This, however, can be done by using existing URSP rules mechanisms with the proper Traffic Descriptor (e.g., App Id type, destination address, Destination FQDN, etc.) and the proper Route Selection Descriptor (e.g., DNN and S-NSSAI).

Observation 4: a URSP rule based generic (i.e., non-Edge Computing specific) solution can and should be used to direct the UE towards the best DNN/S-NSSAI to reach a V-ECS and seems more appropriate than an Steering-of-Roaming based solution. 

2. Proposals

Given the considerations above, it is proposed the following:
Proposal 1: To support the establishment of a LBO PDU session towards the correct DNN/S-NSSAI to access an EHE (i.e., EAS and/or ECS) in the VPLMN, a generic, non-Edge Computing specific URSP based solution that applies also to EAS discovery and ECS Address Configuration Information provision should be selected. Because of that, Steering-of-Roaming based solution should not be pursued.
Proposal 2: Before agreeing any URSP based solution for Key Issue #1 in FS_EDGEPh2, the FS_eUEPO fundamental issue of how to differentiate Local Breakout (LBO) and Home Routed (HR) related rules, and which entity can configure such rules, needs to be resolved. 
It is also proposed to agree the following changes vs. TR 23.700-60:
>>>>BEGINNING OF CHANGES<<<<
8
Conclusions

Editor's note:
This clause will capture the conclusions of the study.

8.x
Key Issue #1

For the Local Breakout (LBO) scenario:

-
To support the establishment of a LBO PDU session towards the correct DNN/S-NSSAI to access an EHE in the VPLMN, a generic, non-Edge Computing specific URSP based solution refers to the conclusion clause for Key Issue 1 of TS 23.700-85 [10].

>>>>END OF CHANGES<<<<
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